PRIVACY, KYC AND AML POLICY - CRYPTO2PAY
1. INTRODUCTION

Crypto2pay establishes this Privacy, Know Your Customer (KYC), and Anti-Money
Laundering (AML) Policy to ensure transparency, security, regulatory compliance, and
protection of users’ personal data.

The data controller and service operator is TMBS LLC, a company registered in the
United States, located at 8 The Green, Ste R, Dover, State of Delaware, Zip Code 19901,
official contact email tmbs@tmbs.tech.

By accessing or using any Crypto2pay service, the user acknowledges having read,
understood, and fully agreed to this Policy.

2. SCOPE AND APPLICABILITY

This Policy applies exclusively to individual persons, over 18 years of age, who use
Crypto2pay services, including but not limited to the crypto2pay.app platform,
cryptocurrency swap services, on-ramp and off-ramp services, Crypto2pay cards
(physical and virtual), Apple Pay and Google Pay integrations, and services provided
through partners and representatives.

3. OPERATIONAL STRUCTURE AND REPRESENTATION

Crypto2pay operates through authorized partners and representatives. Crypto2pay
Swap Brazil acts as a representative of Smartpay Servigos Digitais Ltda. Crypto2pay
Swap Peru acts as a representative of REMIFY S.A.C. Crypto2pay Card acts as a
representative of BANANATECH Solutions Limited, a company incorporated in Hong
Kong.

Personal data may be shared with such entities strictly for service execution, regulatory
compliance, and prevention of illegal activities.

4. PERSONAL DATA COLLECTED

Crypto2pay may collect identification data, including full name, date of birth,
nationality, government-issued identification documents, and biometric or liveness
verification. Contact data such as email address, phone number, and residential
address may also be collected. Financial and transactional data may include
cryptocurrency wallet addresses, transaction history, card-related information, and
records of swaps, deposits, and withdrawals. Technical data may include IP address,
device and browser information, access logs, cookies, and online identifiers.

5. PURPOSE OF DATA PROCESSING

Personal data is processed for account creation and management, issuance and
administration of Crypto2pay cards, processing of swaps, payments, and transfers,



compliance with legal and regulatory obligations, identity verification (KYC), prevention
of fraud, money laundering, and terrorist financing (AML/CFT), customer support,
platform security, and service improvement.

6. LEGAL BASIS FOR PROCESSING

Data processing is based on user consent, performance of a contract, compliance with
legal or regulatory obligations, legitimate interest of the controller, and the exercise of
legal rights.

7. KYC POLICY - KNOW YOUR CUSTOMER

The KYC Policy aims to verify user identity, prevent fraud, ensure platform security, and
comply with applicable regulations. Crypto2pay may require valid identification
documents, biometric or selfie verification, proof of address, and periodic updates of
personalinformation. KYC data may be revalidated at any time. Failure to provide
accurate or complete information may result in suspension, restriction, or permanent
termination of the account.

8. AML POLICY — ANTI-MONEY LAUNDERING AND CFT

Crypto2pay adopts strict measures to prevent money laundering, terrorist financing,
financial fraud, and other illicit activities. Transactions may be monitored and analyzed
based on volume, frequency, origin, destination, and behavioral patterns. Crypto2pay
reserves the right to block transactions, suspend or terminate accounts, report
suspicious activities to authorities, and cooperate with regulators and law enforcement
agencies. Operational and financial limits may be applied based on risk assessment.

9. DATA SHARING

Personal data may be shared with technology providers, KYC and AML service providers,
card issuers, payment processors, financial institutions, and government or regulatory
authorities when legally required, always under confidentiality and data protection
standards.

10. INTERNATIONAL DATA TRANSFERS

Due to the global nature of Crypto2pay services, personal data may be transferred and
processed in other countries, including the United States, the European Union, Hong
Kong, and other jurisdictions, with appropriate safeguards in place.

11. DATA SECURITY

Crypto2pay adopts reasonable technical and organizational measures to protect
personal data, including encryption, access controls, and continuous monitoring.
However, no system is completely secure.

12. DATA RETENTION



Personal data is retained only for as long as necessary to fulfill contractual obligations,
comply with legal and regulatory requirements, prevent fraud, and defend legal or
administrative claims.

13. DATA SUBJECT RIGHTS

Users may request confirmation of data processing, access to personal data, correction
of inaccurate information, deletion where legally applicable, data portability, and
withdrawal of consent. Requests must be submitted to tmbs@tmbs.tech.

14. COOKIES AND SIMILAR TECHNOLOGIES

Crypto2pay uses cookies and similar technologies to ensure platform functionality,
security, analytics, and improvement of user experience.

15. MINORS
Crypto2pay services are intended exclusively for individuals aged 18 years or older.
16. USER OBLIGATIONS

Users agree to provide accurate information, safeguard their credentials, use the
platform lawfully, and comply with this Policy and the Terms of Use.

17. LIMITATION OF LIABILITY

Crypto2pay is not liable for market volatility, cryptocurrency price fluctuations, third-
party service failures, losses caused by user negligence, or force majeure events.

18. POLICY CHANGES

This Policy may be modified at any time. The most current version will be made
available on the Crypto2pay platform.

19. GOVERNING LAW

This Policy is governed by applicable data protection and financial crime prevention
laws, including LGPD, GDPR, and relevant international regulations.

20. CONTACT

For questions or requests related to this Policy, contact tmbs@tmbs.tech
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A Crypto2pay estabelece a presente Politica de Privacidade, Know Your Customer (KYC)
e Anti-Money Laundering (AML) com o objetivo de garantir transparéncia, seguranca,
conformidade regulatdria e protecado dos dados pessoais de seus usuarios.

A controladora dos dados e responsavel pelos servicos € a TMBS LLC, empresa
registrada nos Estados Unidos, localizada em 8 The Green, Ste R, Dover, State of
Delaware, Zip Code 19901, com contato oficial pelo e-mail tmbs@tmbs.tech.

Ao acessar ou utilizar qualquer servigo da Crypto2pay, o usuario declara que leu,
compreendeu e concorda integralmente com esta Politica.

2. ESCOPO E APLICACAO

Esta Politica aplica-se exclusivamente a pessoas fisicas, maiores de 18 anos, que
utilizem os servigos da Crypto2pay, incluindo, mas néao se limitando a plataforma
crypto2pay.app, servigcos de swap de criptoativos, servigos on-ramp e off-ramp, cartdes
Crypto2pay (fisicos e virtuais), integracoes com Apple Pay e Google Pay, bem como
servigos prestados por parceiros e representantes.

3. ESTRUTURA OPERACIONAL E REPRESENTACAO

A Crypto2pay atua por meio de parceiros e representantes autorizados. A Crypto2pay
Swap Brasil atua como representante da Smartpay Servicos Digitais Ltda. A Crypto2pay
Swap Peru atua como representante da REMIFY S.A.C. A Crypto2pay Card atua como
representante da BANANATECH Solutions Limited, empresa constituida em Hong Kong.

Os dados pessoais poderao ser compartilhados com tais entidades estritamente para a
execucao dos servigos, cumprimento de obrigacdes regulatdrias e prevencgao de
atividades ilicitas.

4. DADOS PESSOAIS COLETADOS

A Crypto2pay podera coletar dados de identificagcao, incluindo nome completo, data de
nascimento, nacionalidade, documentos oficiais de identificacao e verificagao
biométrica ou de prova de vida. Poderao ser coletados dados de contato, como
endereco de e-mail, numero de telefone e enderec¢o residencial. Dados financeiros e
transacionais poderao incluir enderecos de carteiras de criptoativos, histdrico de
transacgobes, informacoes relacionadas a cartoes e registros de swaps, depdsitos e
saques. Dados técnicos poderao incluir endereco IP, informacdes de dispositivo e
navegador, registros de acesso, cookies e identificadores digitais.

5. FINALIDADE DO TRATAMENTO DOS DADOS

Os dados pessoais sao tratados para criagao e gestao de contas, emissao e
administracao de cartdes Crypto2pay, processamento de swaps, pagamentos e
transferéncias, cumprimento de obrigagcoes legais e regulatdrias, verificagcdo de
identidade (KYC), prevencgao a fraude, lavagem de dinheiro e financiamento ao



terrorismo (AML/CFT), atendimento ao cliente, segurancga da plataforma e
aprimoramento dos servigos.

6. BASE LEGAL DO TRATAMENTO

O tratamento de dados ocorre com fundamento no consentimento do titular, na
execucao de contrato, no cumprimento de obrigagao legal ou regulatdria, no legitimo
interesse do controlador e no exercicio regular de direitos.

7. POLITICA DE KYC - KNOW YOUR CUSTOMER

A Politica de KYC tem como objetivo verificar a identidade dos usuarios, prevenir
fraudes, garantir a seguranga da plataforma e atender as exigéncias regulatdrias
aplicaveis. A Crypto2pay podera exigir documentos de identificagao validos, verificagao
por selfie ou biometria, comprovante de enderecgo e atualizacao periddica das
informacgdes cadastrais. Os dados de KYC poderédo ser revalidados a qualquer
momento. A ndo apresentacao de informacgdes corretas ou completas podera resultar
na suspensao, limitacdo ou encerramento definitivo da conta.

8. POLITICA AML - PREVENGAO A LAVAGEM DE DINHEIRO E AO FINANCIAMENTO
DO TERRORISMO

A Crypto2pay adota medidas rigorosas para prevenir lavagem de dinheiro,
financiamento do terrorismo, fraudes financeiras e demais atividades ilicitas. As
transagdes poderao ser monitoradas e analisadas com base em volume, frequéncia,
origem, destino e padroes comportamentais. A Crypto2pay reserva-se o direito de
bloquear transacgdes, suspender ou encerrar contas, reportar atividades suspeitas as
autoridades competentes e cooperar com 6rgaos reguladores e autoridades policiais.
Poderao ser aplicados limites operacionais e financeiros conforme o perfil de risco do
usuario.

9. COMPARTILHAMENTO DE DADOS

Os dados pessoais poderao ser compartilhados com provedores de tecnologia,
prestadores de servigos de KYC e AML, emissores de cartdes, processadores de
pagamento, instituicdes financeiras e autoridades governamentais ou regulatérias,
quando exigido por lei, sempre observando padrdes de confidencialidade e protecéo de
dados.

10. TRANSFERENCIA INTERNACIONAL DE DADOS

Em razao da atuacao global da Crypto2pay, os dados pessoais poderao ser transferidos
e processados em outros paises, incluindo Estados Unidos, Unido Europeia, Hong Kong
e outras jurisdicdes, desde que garantidas salvaguardas adequadas de protecao de
dados.

11. SEGURANGCA DA INFORMACAO



A Crypto2pay adota medidas técnicas e organizacionais razodveis para proteger os
dados pessoais, incluindo criptografia, controles de acesso e monitoramento continuo.
Contudo, nenhum sistema é totalmente isento de riscos.

12. RETENCAO DE DADOS

Os dados pessoais serdo armazenados apenas pelo tempo necessario para cumprir
obrigacdes contratuais, legais e regulatdrias, prevenir fraudes e resguardar direitos em
processos administrativos ou judiciais.

13. DIREITOS DO TITULAR DOS DADOS

O usuario podera solicitar confirmacéao da existéncia de tratamento, acesso aos dados
pessoais, corregdo de informacdes incorretas ou desatualizadas, exclusdo quando
aplicavel, portabilidade dos dados e revogacao do consentimento. As solicitagoes
deverao ser encaminhadas para tmbs@tmbs.tech.

14. COOKIES E TECNOLOGIAS SEMELHANTES

A Crypto2pay utiliza cookies e tecnhologias semelhantes para garantir o funcionamento
da plataforma, segurancga, analise de desempenho e melhoria da experiéncia do
usuario.

15. MENORES DE IDADE

Os servicos da Crypto2pay sdo destinados exclusivamente a pessoas maiores de 18
anos.

16. OBRIGACOES DO USUARIO

O usuario compromete-se a fornecer informacgoes verdadeiras, manter suas
credenciais em seguranca, utilizar a plataforma de forma licita e cumprir esta Politica e
os Termos de Uso.

17. LIMITACAO DE RESPONSABILIDADE

A Crypto2pay nao se responsabiliza por oscilagdes de mercado, variagdes no valor de
criptoativos, falhas de servigos de terceiros, perdas decorrentes de negligéncia do
usuario ou eventos de forgca maior.

18. ALTERACOES DA POLITICA

Esta Politica podera ser alterada a qualquer momento. A versao vigente sera sempre
disponibilizada na plataforma da Crypto2pay.

19. LEGISLAGAO APLICAVEL



Esta Politica é regida pelas normas de protecao de dados e prevengao a crimes
financeiros aplicaveis, incluindo a LGPD, o GDPR e demais regulagdes internacionais
pertinentes.

20. CONTATO

Para duvidas ou solicitagdes relacionadas a esta Politica, o contato deve ser realizado
pelo e-mailtmbs@tmbs.tech

POLITICA DE PRIVACIDAD, KYC Y AML — CRYPTO2PAY
1. INTRODUCCION

Crypto2pay establece la presente Politica de Privacidad, Know Your Customer (KYC) y
Anti-Money Laundering (AML) con el objetivo de garantizar transparencia, seguridad,
cumplimiento normativo y proteccion de los datos personales de sus usuarios.

Elresponsable del tratamiento de los datos y operador de los servicios es TMBS LLC,
empresa registrada en los Estados Unidos, ubicada en 8 The Green, Ste R, Dover, State
of Delaware, Zip Code 19901, con correo electrénico de contacto tmbs@tmbs.tech.

Al acceder o utilizar cualquier servicio de Crypto2pay, el usuario declara haber leido,
comprendido y aceptado integramente la presente Politica.

2. ALCANCE Y APLICACION

Esta Politica se aplica exclusivamente a personas fisicas, mayores de 18 anos, que
utilicen los servicios de Crypto2pay, incluyendo, entre otros, la plataforma
crypto2pay.app, servicios de intercambio de criptoactivos, servicios on-ramp y off-
ramp, tarjetas Crypto2pay (fisicas y virtuales), integraciones con Apple Pay y Google
Pay, asi como servicios prestados por socios y representantes.

3. ESTRUCTURA OPERATIVA Y REPRESENTACION

Crypto2pay opera a través de socios y representantes autorizados. Crypto2pay Swap
Brasil actiia como representante de Smartpay Servicos Digitais Ltda. Crypto2pay Swap
Peru actua como representante de REMIFY S.A.C. Crypto2pay Card actia como
representante de BANANATECH Solutions Limited, empresa constituida en Hong Kong.

Los datos personales podran ser compartidos con dichas entidades exclusivamente
para la ejecucion de los servicios, el cumplimiento de obligaciones regulatoriasy la
prevencioén de actividades ilicitas.

4. DATOS PERSONALES RECOPILADOS

Crypto2pay podra recopilar datos de identificacién, incluyendo nombre completo,
fecha de nacimiento, nacionalidad, documentos oficiales de identificaciony
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verificacion biométrica o prueba de vida. También podran recopilarse datos de
contacto, como direcciéon de correo electréonico, niumero de teléfono y domicilio. Los
datos financieros y transaccionales podran incluir direcciones de billeteras de
criptoactivos, historial de transacciones, informacién relacionada con tarjetas 'y
registros de intercambios, depdsitos y retiros. Los datos técnicos podran incluir
direccion IP, informacién del dispositivo y del navegador, registros de acceso, cookies e
identificadores digitales.

5. FINALIDAD DEL TRATAMIENTO DE LOS DATOS

Los datos personales se tratan para la creacion y gestion de cuentas, emisiony
administracién de tarjetas Crypto2pay, procesamiento de intercambios, pagosy
transferencias, cumplimiento de obligaciones legales y regulatorias, verificacion de
identidad (KYC), prevencion de fraude, lavado de dinero y financiamiento del terrorismo
(AML/CFT), atencidn al cliente, seguridad de la plataforma y mejora de los servicios.

6. BASE LEGAL DEL TRATAMIENTO

El tratamiento de datos se basa en el consentimiento del titular, la ejecucion de un
contrato, el cumplimiento de una obligacion legal o regulatoria, el interés legitimo del
responsable del tratamiento y el ejercicio regular de derechos.

7. POLITICAKYC - KNOW YOUR CUSTOMER

La Politica KYC tiene como finalidad verificar la identidad de los usuarios, prevenir
fraudes, garantizar la seguridad de la plataforma y cumplir con las nhormativas
aplicables. Crypto2pay podra exigir documentos de identificacion validos, verificacion
mediante selfie o biometria, comprobante de domicilio y actualizacién peridédica de la
informacion registrada. Los datos KYC podran ser revalidados en cualquier momento.
La falta de presentaciéon de informacién correcta o completa podra dar lugar a la
suspension, limitacién o cierre definitivo de la cuenta.

8. POLITICA AML - PREVENCION DEL LAVADO DE DINERO Y FINANCIAMIENTO
DEL TERRORISMO

Crypto2pay adopta medidas estrictas para prevenir el lavado de dinero, el
financiamiento del terrorismo, el fraude financiero y otras actividades ilicitas. Las
transacciones podran ser monitoreadas y analizadas segun su volumen, frecuencia,
origen, destino y patrones de comportamiento. Crypto2pay se reserva el derecho de
bloquear transacciones, suspender o cerrar cuentas, reportar actividades sospechosas
a las autoridades competentes y cooperar con organismos reguladores y fuerzas del
orden. Podran aplicarse limites operativos y financieros conforme al perfil de riesgo del
usuario.

9. COMPARTICION DE DATOS



Los datos personales podran ser compartidos con proveedores tecnoldgicos,
prestadores de servicios KYC y AML, emisores de tarjetas, procesadores de pago,
instituciones financieras y autoridades gubernamentales o regulatorias cuando asi lo
exija la ley, siempre respetando los principios de confidencialidad y proteccion de
datos.

10. TRANSFERENCIA INTERNACIONAL DE DATOS

Debido al caracter global de los servicios de Crypto2pay, los datos personales podran
ser transferidos y tratados en otros paises, incluyendo Estados Unidos, la Unién
Europea, Hong Kong y otras jurisdicciones, garantizando la aplicacién de medidas
adecuadas de proteccién de datos.

11. SEGURIDAD DE LA INFORMACION

Crypto2pay adopta medidas técnicas y organizativas razonables para proteger los
datos personales, incluyendo cifrado, controles de acceso y monitoreo continuo. No
obstante, ningun sistema es completamente seguro.

12. CONSERVACION DE DATOS

Los datos personales se conservaran unicamente durante el tiempo necesario para
cumplir con obligaciones contractuales, legales y regulatorias, prevenir fraudes y
proteger derechos en procedimientos administrativos o judiciales.

13. DERECHOS DEL TITULAR DE LOS DATOS

El usuario podra solicitar la confirmacion del tratamiento de datos, el acceso a sus
datos personales, la correccién de informacién inexacta o desactualizada, la
eliminacion cuando sea legalmente aplicable, la portabilidad de los datos y la
revocacion del consentimiento. Las solicitudes deberan enviarse a tmbs@tmbs.tech.

14. COOKIES Y TECNOLOGIAS SIMILARES

Crypto2pay utiliza cookies y tecnologias similares para garantizar el funcionamiento de
la plataforma, la seguridad, el analisis del rendimiento y la mejora de la experiencia del
usuario.

15. MENORES DE EDAD

Los servicios de Crypto2pay estan destinados exclusivamente a personas mayores de
18 afos.

16. OBLIGACIONES DEL USUARIO

El usuario se compromete a proporcionar informacién veraz, mantener sus
credenciales seguras, utilizar la plataforma de manera licitay cumplir con la presente
Politica y los Términos de Uso.



17. LIMITACION DE RESPONSABILIDAD

Crypto2pay no sera responsable por fluctuaciones del mercado, variaciones en el valor
de los criptoactivos, fallas de servicios de terceros, pérdidas derivadas de negligencia
del usuario o eventos de fuerza mayor.

18. MODIFICACIONES DE LA POLITICA

La presente Politica podra ser modificada en cualquier momento. La version vigente
estara siempre disponible en la plataforma de Crypto2pay.

19. LEGISLACION APLICABLE

Esta Politica se rige por las normas de proteccion de datos y prevencion de delitos
financieros aplicables, incluyendo la LGPD, el GDPR y demas regulaciones
internacionales pertinentes.

20.CONTACTO

Para consultas o solicitudes relacionadas con esta Politica, el contacto debera
realizarse a través del correo electrénico tmbs@tmbs.tech.
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